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Abstract:
When coupling the continuously growing and changing landscape of advance persistent threats with the explosion of “pervasive computing” or “ambient intelligence” founded by the hyper-connectivity of “everything”, we reach a technical inflection point which calls for cloud solutions that meet the zero-trust architecture’s (ZTA’s) requirements. This talk will discuss core aspects of such solutions and demonstrate the elevated risk of using available capabilities incorrectly.
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